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             The scholarly journal is committed to protecting the privacy and confidentiality of 

personal information provided by authors, reviewers, and readers in accordance with applicable 

data protection laws and regulations. The journal collects, uses, and protects personal information 

for specific purposes related to manuscript submission, peer review, publication, and journal 

administration. Here's how the journal handles personal information: 

 

1. Collection of Personal Information: 

   - Personal information is collected primarily during the manuscript submission and peer review 

process. 

   - Authors provide personal information such as names, affiliations, email addresses, and contact 

details when submitting manuscripts. 

   - Reviewers provide personal information when registering as peer reviewers, including names, 

affiliations, email addresses, and areas of expertise. 

   - Readers may voluntarily provide personal information when registering for journal updates, 

newsletters, or subscription services. 

 

2. Use of Personal Information: 

   - Personal information provided by authors, reviewers, and readers is used for specific purposes 

related to scholarly publishing and journal administration. 

   - Author information is used for manuscript processing, communication regarding submission 

status, peer review coordination, and publication logistics. 

   - Reviewer information is used for identifying suitable peer reviewers, sending invitations to 

review manuscripts, managing peer review correspondence, and acknowledging reviewer 

contributions. 

   - Reader information may be used to provide journal updates, newsletters, announcements, or 

promotional materials related to journal activities, events, or publications. 

 

3. Protection of Personal Information: 

   - The journal takes appropriate measures to protect the confidentiality, integrity, and security of 

personal information. 

   - Personal information is stored securely on the journal's servers or third-party platforms with 

robust data protection measures to prevent unauthorized access, disclosure, or misuse. 

   - Access to personal information is restricted to authorized personnel involved in editorial and 

journal administration activities, and confidentiality agreements may be in place to safeguard 

personal data. 

 

4. Consent and Data Privacy: 

   - The journal obtains consent from authors, reviewers, and readers before collecting, using, or 

disclosing personal information for specific purposes. 

   - Authors and reviewers consent to the collection and use of their personal information as part 

of the manuscript submission and peer review process. 

   - Readers may consent to receive communications or updates from the journal by subscribing to 

journal services or opting in to newsletter subscriptions. 
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5. Compliance with Data Protection Laws: 

   - The journal adheres to applicable data protection laws and regulations governing the collection, 

use, and protection of personal information. 

   - The journal maintains transparency about its data practices through privacy policies, data 

protection notices, and disclosure statements provided to authors, reviewers, and readers. 

 

By collecting, using, and protecting personal information responsibly, the journal aims to maintain 

trust, transparency, and compliance with data protection standards while fulfilling its mission of 

scholarly publishing and knowledge dissemination. 

 

 


